Culver-Stockton College Privacy Policy

- We value your privacy and respect your desire to keep your personal Information private.
- We are committed to providing our services through a secure, controlled environment.
- We only collect and handle personal Information as described in this Privacy Policy.

At the same time, you share responsibility for maintaining your privacy and security – for example, by safeguarding your password.

Our Privacy Policy

This is the Privacy Policy of Culver-Stockton College located at One College Hill, Canton, MO 63435. You agree that by accessing our website or by signing up for our services, you allow us to use your personal information according to this Privacy Policy. This Privacy Policy applies to all of our software, services, mobile applications, and websites as accessed from time to time by you.

If you have questions, suggestions or complaints regarding our Privacy Policy or practices, please contact us via email at webmaster@culver.edu or mail your comments to us at Culver-Stockton College located at One College Hill, Canton, MO 63435.

Your Personal Information

In the course of your relationship with us, we collect several types of personal Information when you inquire or apply for admission. “Personal Information” is information that can be used to identify you, either alone or in combination with other information. By way of example, we may collect and store the following types of personal Information: 1) information you provide about yourself when filling out inquiry or application forms. 2) emergency contact information you provide, 3) all information or other materials that you provide for admission to the college and for academic progress.

How We Use Your Personal Information

- We use your personal information to communicate with you to authenticate your account usage.
- We use your personal information as required to ensure the regular operation of college operations, to communicate with you, and maintain your records.
- We do not share your identifiable Information with third parties except as required by law.
- If someone, including a parent, inquires about you we do not provide them with information without your explicit consent.

Personal Information You Share Through our Services

Personal information, once released or shared, can be difficult to contain. We have no responsibility or liability for any consequences that may result because you release or share personal Information with a third party. It is incumbent upon you to share personal Information only with people you know and trust.
We May Use De-Identified Information

We may use data and information about you that has been “de-identified” (data from which your name or any personally identifying information has been removed, or the data has been combined with other people’s data in such a way that it is no longer associated with you) for any purpose — it is no longer personal Information.

Your Choices Regarding Your Information

You can opt-out of receiving certain messages or notifications from us by contacting us at webmaster@culver.edu. You can also click the “unsubscribe” button at the bottom of promotional email communications. Please note that you may not opt-out of receiving non-promotional messages regarding your account, such as technical notices, purchase confirmations, business emails, requests for payment, or service-related emails.

Account Closure and Correction of Personal Information

At your written request, we will remove personal Information from your account if allowable by law and in keeping with the retention policy of the college so as not to impact the ability to provide information about your academic progress to you, those you authorize in future, or as requested by law. If you no longer wish to receive our communications, you may send a request to webmaster@culver.edu. We will remove personal Information from your account (or profile) within thirty (30) days of our receipt of your request except information such as grade and financial information that we are required to keep by law. We may continue to use de-identified personal Information after you close your account or for any lawful purpose.

You may correct or update your registration information via webmaster@culver.edu.

Commercial Partnerships

We may enter into commercial arrangements to enable partners to provide our services to their customers and/or to provide you access to their products and services.

Information Disclosure Required By Law

Under certain circumstances personal information may be subject to disclosure pursuant to judicial or other government subpoenas, warrants, or orders, or in coordination with regulatory authorities. You acknowledge and agree that Culver-Stockton College is free to preserve and disclose any and all personal Information to law enforcement agencies or others if required to do so by law or in the good faith belief that such preservation or disclosure is reasonably necessary.

Linked Websites

We provide links to third-party websites operated by organizations that are not affiliated with Culver-Stockton College. We do not disclose your personal Information to these organizations. We do not review or endorse, and we are not responsible for, the privacy practices of these organizations. We encourage you to read their privacy statements. This Privacy Policy applies solely to information collected by Culver-Stockton College.
Newsletter and Email Communications

You may choose to stop or start receiving our newsletter or marketing emails by contacting us at webmaster@culver.edu or by opting out at the bottom of the email.

Children’s Privacy

We are committed to protecting the privacy of children as well as adults. None of our services are designed or intended to attract children under the age of 13. You, as the parent or guardian assumes full responsibility for ensuring that the information you provide about your child is kept secure and that the information submitted is accurate.

Security

We take security seriously. We use a range of reasonable physical, technical, and administrative measures to safeguard your personal Information, in accordance with current technological and industry standards. In particular, all connections to and from our website that gather data are encrypted using Secure Socket Layer (SSL) technology.

Protecting your personal Information is also your responsibility. You are responsible for safeguarding your password, secret questions and answers, and other authentication information you use to access our Services. You should not disclose your authentication information to any third party, and you should immediately notify us of any unauthorized use of your password. We cannot secure personal Information that you release or that you request us to release.

Changes to This Privacy Policy

This Privacy Policy was last updated May 26, 2018. Whenever this Policy is changed, the changes will become effective when posted. When this Policy is changed in a material way, we will post a notice to your account.